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Introduction

IETF DTLS is currently specified as one choice for providing security for the Lightweight M2M standard. The work on IETF DTLS protocol profile for AKMA and GBA provides the details on how to provide secure DTLS connection between the UE and an Application Function (AF) in the network.
Description
The AKMA WID [1] introduced a method of generating keys (AKMA key) to be used between a UE and an Application Function (AF) in the network. The AKMA DTLS protocol profiles provides the details on how to use the newly introduced AKMA key to provide secure DTLS connection between the UE and an Application Function (AF) in the network. The specification of the profiles is based on the AKMA TLS protocol profiles specified in TS 33.535[1]. 
The GBA WID [2] introduced a method of generating keys (GBA key) to be used between a UE and a Network Application Function (NAF) in the network. The GBA DTLS protocol profiles provides the details on how to use the newly introduced GBA key to provide secure DTLS connection between the UE and a Network Application Function (NAF) in the network. The specification of the profiles is based on the GBA TLS protocol profiles specified in TS 33.220[2]. 

Since the AKMA feature is deemed as a successor of these systems, the work is launched by SA3 without the involvement of stage 1.The stage 2 of the AKMA DTLS protocol profiles work is specified in TS 33.535 [1] while  GBA DTLS protocol profiles work is specified in TS 33.220 [2]. There is no new work in the stage 3 compare to the AKMA TLS and GBA TLS related work.
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